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Recently, the Department of Justice (“DOJ”) and the Securities and Exchange Commission 
(“SEC”) have dramatically increased their enforcement of the Foreign Corrupt Practices Act 
(“FCPA”).  Enacted by Congress in 1977 to prohibit U.S. businesses from bribing foreign 
government officials, the anti-bribery provisions of the FCPA were rarely enforced for many 
years.  But recently the number of FCPA-related matters handled by the DOJ and the SEC has 
spiked markedly.  As reported in yesterday’s Wall Street Journal, there are currently 120 FCPA 
investigations pending, up from 100 at the end of last year.  The DOJ and the SEC brought a 
total of 71 cases in 2007 and 2008.  By way of comparison, there were five FCPA cases brought 
in 2004 and only two FCPA cases brought in 2003.

For years, many practices prohibited by the FCPA — ranging from outright bribery to treating 
foreign government officials to lavish meals and entertainment, and showering them with gifts 
— were considered a standard part of doing business in certain parts of the world.  But now 
companies risk government investigation and the prospect of severe sanctions for these 
practices.  

The government has not only increased its scrutiny of potential FCPA violations, but has also 
significantly upped the ante for non-compliance.  Just two years ago, in April 2007, the largest 
FCPA-related penalties to date were the $44 million in payments by Baker Hughes to the DOJ 
and the SEC.  This past December, German multinational Siemens AG paid $800 million —
nearly twenty times what Baker Hughes paid in 2007 — to settle DOJ and SEC allegations that 
the company had spent more than $1 billion bribing government officials to win infrastructure 
contracts around the world.  (The FCPA applies to Siemens and other multinational 
corporations whose stock trades on U.S. exchanges.)  While Siemens did not admit to bribery as 
part of the DOJ settlement, the company did acknowledge that it had inadequate controls and 
kept improper accounts.  

This past February, another major company agreed to hundreds of millions of dollars in FCPA-
related fines:  Kellogg Brown & Root LLC and its former parent, Halliburton Co., pleaded guilty 
to bribing Nigerian officials.  In light of payments of $579 million to the government, the DOJ 
agreed not to prosecute Halliburton.  The sanctions were the largest ever paid by a U.S. 
company for an FCPA violation.  

These significantly increased monetary sanctions for FCPA violations stem in part from a 
change in the way U.S. regulators calculate disgorgement in FCPA cases.  In recent years, the 
government has sought to recover all profits earned from any business obtained as a result of 
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bribery.  The government has also expanded the scope of its FCPA inquiries to include 
worldwide and industry-wide bribery investigations.  Instead of limiting an inquiry to a single 
improper payment in a single country, the government now often asks whether an improper 
payment in one country is indicative of FCPA problems in other countries in which a company 
does business.  The government now expects companies it investigates to conduct inquiries into 
how widespread their FCPA problems may be.  If a company doesn’t undertake such an inquiry 
as part of an internal investigation, the government is likely to insist that a compliance 
consultant be appointed to do so as part of the resolution of the matter.  These broader inquiries 
open the door to more extensive findings of FCPA violations, and consequently larger financial 
sanctions.

Notably, efforts by U.S. government agencies to step up enforcement of the FCPA parallel 
similar efforts by government authorities in other countries to enforce their own anti-bribery 
laws.  Cooperation between regulators in different jurisdictions is now increasingly common, 
raising the potential for penalties in multiple jurisdictions for the same underlying conduct.  For 
example, in addition to the $800 million in fines the company paid in the United States, Siemens 
also paid more than $800 million in penalties to the Office of the Prosecutor General in Munich 
for the same alleged bribes.  In addition, increased government ownership interests in many 
industries have raised difficult questions about who is a “foreign official” within the meaning of 
the FCPA and have heightened the global focus on the enforcement of anti-bribery statutes.   

In view of the enormous risks of non-compliance with the FCPA, every company doing 
business in the United States or selling stock in the United States (including ADRs) should have 
a clear FCPA policy and a robust FCPA compliance program.  Companies subject to the FCPA 
should:

§ Provide adequate training on FCPA issues;

§ Have procedures in place for the selection and ongoing monitoring of third-party 
agents;

§ Obtain periodic certifications regarding FCPA compliance from relevant employees and 
third-party agents;

§ Ensure that financial accounting systems are in place that allow for a centralized review 
of all financial transactions;

§ Maintain internal systems for employees to report potential FCPA violations to senior 
management; and

§ Establish a protocol for dealing with FCPA violations if they arise.

When a potential FCPA violation surfaces, the government expects companies to conduct 
internal investigations into the actions at issue.  Our Firm has extensive experience in 
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establishing FCPA compliance policies and procedures that comport with current government 
expectations, as well as broad experience in conducting FCPA due diligence in the acquisition 
context.  We also have extensive experience in conducting investigations into potential FCPA 
violations, and the skills needed to defend clients against FCPA-related charges brought by the 
DOJ and the SEC.  

To learn more about our FCPA-related capabilities and how we can assist your company, please 
contact Peter H. Bresnan, former Deputy Director of Enforcement of the SEC who had 
supervisory responsibility for the SEC’s FCPA program and spearheaded the SEC’s FCPA cases 
stemming from its Oil for Food investigation, at (202) 220-7769 or via email at 
pbresnan@stblaw.com or Mark J. Stein, former Deputy Chief of the Criminal Division of the U. 
S. Attorney’s Office in the Southern District of New York, at (212) 455-2310 or via email at 
mstein@stblaw.com.  

This memorandum is for general information purposes and should not be regarded as legal advice.  Please 
contact your relationship partner if we can be of assistance regarding these important developments.  The 
names and office locations of all of our partners, as well as our recent memoranda, can be obtained from 
our website, www.simpsonthacher.com. 

The contents of this publication are for informational purposes only. Neither this publication nor the lawyers who authored it are 

rendering legal or other professional advice or opinions on specific facts or matters, nor does the distribution of this publication to 

any person constitute the establishment of an attorney-client relationship. Simpson Thacher & Bartlett LLP assumes no liability in 

connection with the use of this publication.

This memorandum contains attorney advertising.  Prior results do not guarantee a similar outcome.
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